**Главное следственное управление по Красноярскому краю информирует**

**ОСТОРОЖНО! ТЕЛЕФОННЫЕ И ИНТЕРНЕТ МОШЕННИКИ:**

**НЕ ДАЙ СЕБЯ ОБМАНУТЬ!!!!!**

**- помните,** банк никогда не отправляет СМС сообщения о блокировке банковской карты и требованиями перезвонить.

**- не звоните** на незнакомые номера телефонов

**- не выполняйте** просьбы и требования неизвестных лиц, представляющихся работниками банков, правоохранительных органов, органов власти, о переводе денежных средств

**- не сообщайте** свои персональные данные

**- никогда** не пользуйтесь услугами не проверенных сайтов по продаже товаров и услуг (автомобили, запчасти, авиабилеты, лекарства, бытовая техника и т.п.)

**- никогда** не переходите по ссылке, указанной в тексте

**- никогда** не вносите предоплату (оплату в полном объеме) при покупке товаров и услуг у частных (физических) лиц через «Интернет» сайты

**- никогда не** перечисляйте деньги на электронные кошельки, счета мобильных устройств, банковские карты, не убедившись в благонадежности контрагента.

**ПОМНИТЕ. ВАША ДОВЕРЧЕВОСТЬ И НЕОБДУМАННОСТЬ ПОРАЖДАЕТ УВЕРЕННОСТЬ И БЕЗНАКАЗАННОСТЬ У ПРЕСТУПНИКОВ!!!!**

**ПОМНИТЕ. ОПЕРАЦИОННАЯ СИСТЕМА «АНДРОИД» НЕНАДЕЖНА И БЕЗОПАСНА, ТОЛЬКО ПОД КОНТРОЛЕМ ЛИЦЕНЗИОННОЙ АНТИВИРУСНОЙ ПРОГРАММЫ!!!!**

**БУДЬТЕ БДИТЕЛЬНЫ!!!!!!**